TP-Link Archer C20 WiFi marSruto parinktuvo slaptaz odzio keitimo instrukcija

1. Prisijunkite prie marSruto parinktuvo valdymo paisel

1.1. Prijunkite kompiutejrlaidu prie vieno i5 marsruto parinktuvo Etherrigsl{l) prievad; (jeigu neturite
tokios galimylgs, galite bandyti atlikti Zingsnius naudojant beiays).

pav. 1 MarSruto parinktuvo Ethernet prievadai

1.2. Interneto narSyks adreso laukelyjgveskite adres192.168.0.1 Tuo atveju jeigu adresas netinka ir
nebuvo pakeistas kitokigyeskite 192.168.1.1
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pav. 2 Prisijungimas prie marSrutizatoriaus valdymopaneks interneto narsykije

2. Prisijungimuijveskite naudotojo vagd,username” ir slaptazgdpassword”. Jeigu ankgu Siy duomemn
nekeitte, vietoje ,usernamefveskite ,admin*, vietoje ,password” taip pateskite ,admin®.

Password

pav. 3 Naudotojo vardo ir slaptazodzigvedimas



3. Bevielio tinklo slaptaZzodziui pakeisti, marSrutzaaus valdymo aplinkoje pasirinkite skilfWireless 2.4

GHz" ir ,Wireless security*:

3.1. Atkreipkite ccmeg kad ity jgalintas rekomenduojamas WPA/WPA2 — Personal $ifravnechanizmas
su AES Sifravimo algoritmu;

3.2. Jveskite nauj, saug slaptazog skiltyje ,Wireless Password". Jeigu nesugalvogdagaus slaptazodzio

patys, galite pasinauddtitps://passwordsgenerator.neankio pagalba.

3.3. SlaptaZoglnustatykite ir 2.4 GHz, ir 5 GHz da#ndiapazon nustatymuose.

3.4. I8saugokite pakeitimus paspaudus ,Save" mygtuk

1° tp-link

Status
Quick Setup
Operation Mode

Dual Band Selection
o Basic Settings
-WPS
|- Wireless Security |
- Wireless MAC Filtering
- Wireless Advanced

- Wireless Statistics
|Wireless 5GHz_|
Guest Network
DHCP

Forwarding
Security

Parental Controls

Access Control

Advanced Routing
Bandwidth Control
IP & MAC Binding
Dynamic DNS
IPv6

System Tools

Logout
T

AC750 Wireless Dual Band Router
Model No. Archer C20

| ® WPAMWPA - Personal (Recommended)

Version:  [WPA2-PSK v
Encryption:  [AES v
\‘ Wireless Password: | 12811441 m
Group Key Update Period: D .
WPA/WPA?2 - Enterprise
version:  Auto v
Encryption: Auto v
RADIUS Server IP:
RADIUS Server Port: 1812 (1-65535, 0 stands for default port 1812)
RADIUS Server Password:
Group Key Update Period: |
WEP
Authentication Type: Auto v
WEP Key Format:  Hexadecimal v
Selected Key:  WEP Key Key Type
Key 1: Disabled v
Key 2 Disabled v
Key 3 Disabled v
Key 4: Disabled v

| Save ‘\
! i

pav. 4 Bevielio tinklo slaptazodZio pakeitimas

! Daugiau informacijos https://www.nksc.lt/doc/biuleteniai/NKSC_Slaptazodziu_saugumo_biuletenis.pdf



4. Prisijungimui prie marsrutizatoriaus valdymo pasehaudotojo vardo ir slaptazodzio pakeitimui pakite
skiltj ,System tools* ir ,Administration“.

4.1. Jveskite sen slaptazog,admin® skiltyje ,Old password*;
4.2. Iveskite nauyj naudotojo vargl skiltyje ,New User Name*;
4.3. Jveskite nauj saug slaptaZzogskiltyje ,New Password";
4.4. Pakartokite naugjslaptazogskiltyje ,Confirm password®;

4.5. ISsaugokite pakeitimus paspaudus ,Save" mygtuk

o - AC750 Wireless Dual Band Router
- tp-link Model No. Archer C20

S Current User Status
Operation Mode
Network

User Type:  Admin

_ Usemame:
Dual Band Selectiony Host IP Address:  192.168.0.1
Wireless 2.4GHz Host MAC Address:  74:D4:35:A1:0C:CB
Wireless 5GHz
Guest Network
DHCP Account Management

W The username and password must not exceed 15 characters in length!

W Old Password: l:l
W New User Name: l:l
Access Control New Password: l:l
Advanced Routing Confirm password l:l

Bandwidth Control
IP & MAC Binding
Dynamic DNS Service Configuration

IPV6 HTTP Service HTTPS Service Available Host (IP/MAC)

ST Local Management Pot ] Enable(] Port ]
~Time Settings Remote Management Enable(] Port Enable() Port ]

- LED Control
- Diagnostic

- Firmware Upgrade| Certificate Download

-F faull
e Certificate Download

- Backup & Restore
- Reboot
Administrator

- System Log Lj

- Statistics

pav. 5 MarSrutizatoriaus valdymo paneés naudotojo vardo ir slaptazodzio keitimas
5. ISjunkite irjjunkite marSrutizato.

6. UZsikrovus marSrutizatoriui prie jo valdymo patsehteityje gaisite prisijungti naudojant naupaudotojo vargl
ir slaptazogl

7. Norédami prisijungti prie bevielio tinklo naudojant nawslaptazogd turite pamirsti éngl. forget) pries tai
naudotus bevielio tinklo prisijungimus savo kompiyje arba iSmaniajame telefone:

7.1. Paspauskite ant naudojamo bevielio tinklo pavadiriesiniuoju pe&ls mygtuku ir pasirinkite ,Pamirsti“,
~Pamirsti tinkg" arba ,Forget”, ,Forget network".
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pav. 6 Pamirsti tinkla

8. Atlikus veiksmus galite prisijungti prie savo bdidginklo i$ naujo naudojant nauglaptazogl

ISkilus papildomiems klausimams, kreiggttelefonu 19123 arba el. pagtib@init.t

Malonaus laisvalaikio su INIT!



